Cyber Attacks against schools /Bl

Facts and guidance

Ransomware attacks can have a devastating
impact on schools and can lead to:

g A significant amount of time taken up by staff to
recover and re-enable critical services.

Reputational damage, with cyber criminals
threatening to release sensitive data during the
attack.

( Loss of student coursework, school financial
records and other private data

Cyber-attacks bring the regular risks of
malware and data theft, but schools are
particularly vulnerable to the online
safeguarding risks that threaten children:

117, Exposure to sexually explicit, racist, violent and
"% extremist content.

J"'/ Inappropriate contact from people who may
wish to abuse, exploit or bully.

17, Students themselves engaging in harmful
online behaviour.

Contact us on 0330 555 5550 or enquiries@inteceducation.com for more info
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